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Dear Sirs or Mesdames,
I.T. Group (hereinafter "I.T.") has been operating in the information technology market for 24 years and has acquired extensive expertise in developing information systems and implementing complex integrated solutions for various applications in key sectors of the economy and public administration. Currently, I.T.'s production systems are put into service in major transport, oil and mining companies in Russia, Kazakhstan and Ukraine.

  Core activities:
1. Management and IT consulting
2. Business process automation systems
3. Information systems infrastructure
4. Solutions for corporate information management
5. Technical and information security systems
6. Training in IT and management
7. IT outsourcing and support for information systems
One of the key products that I.T. is introducing in international markets is MobileSputnik. This is a complete tablet-based (both Apple iOS, and Google Android) workplace for a corporate employee of any level. The application enables employees to securely access corporate resources from their tablets without being connected to the cloud. The employee can easily use server-based file storages and user devices (a DropBox analog without the cloud connection for enterprise users) as well as communication means – email, calendar, address book and other in their network edge. The range of services will be expanded in the future.
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MobileSputnik implemented in the enterprise is designed to address the following business challenges:

1. Facilitate in the organization the full-fledged application of the modern concept – BYOD (Bring Your Own Devices), when users will be able to access content from their own devices with the minimized information risks.
2. Significantly expand the geography and working practices adopted by employees (including employees often visiting clients, traveling to remote locations, going on business trips) through the abilities to securely connect employees to corporate resources without compromising security, and do it along with the use of Mobile Device Management (MDM) systems.
3. Help put aside mobile computers with complex VPN-clients and inconvenient use by replacing them with more cost-efficient and user-friendly tablet computers/smartphones, that may be bought by employees at their own expense.
Key market advantages of the solution are:
1. No "manufacturer's server" as a mandatory link in the system operation. Unlike many other solutions providing access to corporate resources (including even Blackberry), user traffic does not pass through the developer's server and is sent directly between servers and client tablets.
2. Operation in a single application that allows employees to work with their documents and letters in corporate servers, with full control over the access level and protection of the data transmission channel. Essential features include:
· The user interface is very similar to the interfaces that are perfectly familiar to the user, such as Outlook, Windows Explorer, etc.
· Multi-screen functionality on the tablet - you can simultaneously work with multiple documents/letters, switching between them by a single tap. 
· Enhanced security – documents and letters, opened in the application, cannot be reopened in other applications on the tablet, which makes it impossible for internal use only documents to leak out.
3. Functionality adding protection to the country or client specific "channel" – for example, Russia is planning to introduce possibilities of encrypting a channel before servers according to GOST standards; in other countries, an encryption system requested by a client may be added.
4. Complete office suite – documents can be viewed as well as edited in the application embedded package – Polaris Office.
5. Support for the widest variety of document formats, wider than that provided by Apple iOS and Google Android – such as viewing scanned multi-page documents in the tiff format. 
6. Capabilities to cache documents on the device subsequently operate without a network connection and synchronize changes to the server after the connection will be available.
7. Built-in document transfer and screen sharing between devices to carry out presentations and meetings. The transfer is supported between Apple iPads or iPhones, Android tablets and Microsoft Windows PCs, which allows you to share information with almost any person having a modern device connected to a WiFi network.
8. Availability of special versions with additional protection, certified with Good Technologies, Citrix, Symantec and others as free from leakages and other security holes.
9. Availability of a separate agent application for Windows-based workstations that have functionalities similar to those in the Dropbox applications, allowing the user to synchronize documents on a local computer to the server and then access them on the tablet (and vice versa).
10. Availability of a user-friendly administrator interface that is run in a browser.

11. Competitive product price compared with foreign alternatives. 
At the moment, the product is fully translated into the English language, including the www.mobilesputnik.com website, sets of documentation for users, administrators, etc. Interfaces and documentation can be translated in other languages, which will be accomplished as appropriate needs are growing and the product geography is expanding.
Description of the proposed solution 
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The arrangement above displays the concept how the system functions from a user perspective. The MobileSputnik server module is installed on the client company's servers, and client devices are connected through it via secure channels (basically https / ssl, additional VPN-channels as well as other methods to improve security can be arranged). A list of resources can also be viewed via a standard browser.

Broadcasting files or screens, as well as managing workflows are made possible according to the following arrangement:
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Solution architecture in the client's enterprise
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As you can see, the architecture arrangement above shows the DMZ software installation, which reduces the risk of external threats and allows no open access to the company's internal resources via the Internet by limiting access to them exclusively through the MobileSputnik middleware.
Sales plan in international markets

A standard approach is now expected to be used to promote the product in the international market, i.e. building own partner network that may include both distributors (and their partners) and directly system integrator partners.

At the moment, the product pricing model offers USD 150 for a lifetime license to use the MobileSputnik SW per user (with the unlimited number of devices), with the server SW transferred gratis. Additional 20% are charged from the final sale cost (USD 30) per year for support and updates. These prices and proportions may be changed for individual countries if there are reasonable grounds for doing so.

The amount and terms of partner remuneration will be determined separately, but are generally adequate and comparable with those of other vendors on the corporate SW market.
Experience in system implementation

At the moment, all customers are located in Russia. Major customers include such companies as Phosagro, Gazprombank, Natsstandart. Pilot implementation is currently deployed and around 30 major companies and government agencies are now being tested.

Companies participating in the pilot implementation are classified in the following market segments:

· Major banking institutions
· Oil and gas
· Federal organizations, agencies and departments
· Energy companies
· Major manufacturing companies
· Major telecommunication companies
· Transportation, healthcare, retail companies

Company sizes are now determined based on a possibility to quickly secure major contracts in these companies, but this does not mean that the solutions are not suitable for medium companies and perhaps even for small businesses that have their own IT infrastructures.

Contacts
Operational matters of the MobileSputnik promotion to foreign markets can be addressed to Dmitriy Torshin, Director International Markets Sales, I.T. Group (tel. +7 (495) 974-79-80 * 1574, +7 (926) 211-19-34 (Moscow), e-mail: DTorshin@it.ru).
Tagir Yapparov, Chairman of the Board of Directors, I.T. Group
19 Leninskaya Sloboda, bldg. 6 107078, Moscow
e-mail: info@it.ru 
tel.: +7 (495) 974-79-80
www.it.ru 
